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Abstract. Elliptic curve cryptography was independently proposed by Koblitz [9] and Miller  [10] in 

1985. The elliptic curve cryptosystem is a public key cryptosystem based on the discrete logarithm 

problem in the group of points on a curve. In elliptic curve cryptosystms, the efficiency depends 

essentially on the fundamental operation of the scalar multiplication  [n]P for a given point P on an 

elliptic curve E and an integer n. In general, the computational speed of scalar multiplication [n]P 

depends on finite field operations, curve point operations, and representation of the scalar n [11,5]. 

There is vast literature on efficient methodes for computational speeding up scalar multiplication. For 

elliptic curves,  the scalar multiplication can be done with various methods (a good reference is [1]). If 

an elliptic currve admits an efficient endomorphism, its use can speed up scalar multiplication.  In [7], 

Iijima, Matsuo, Chao and Tsujii presented an efficiently computable homomorphism on elliptic curves 

using the Frobenius map on the quadratic twists of an elliptic curve. The Gallant-Lambert-Vanstone 

(GLV) gave suitable efficiently computable endomorphisms on elliptic curves for speeding up point 

multiplication [3, 4]. There are several models of elliptic curves to provide the efficient computation 

and implement for cryptography in recent year [2, 6, 8].  

In this presentation, we consider efficient scalar multiplication on certain models of elliptic curves 

over a finite field using the Frobenius expansion. The Frobenius expansion is known as an efficient 

method to implement of point addition on elliptic curves. It has been applied to fast elliptic curve 

cryptosystem. Applying the Frobenius endomorphism on certain models of elliptic curves, we construct  

Frobeus maps defined on certain curves. To speed up the scalar multiplication on curves, we use the 

GLV method combined with the Frobenius endomorphism over the curves.  
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